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PLATINUM GOLD SILVER

20
Active Open Source Projects 

and Working Groups

19
Incubating Open Source 

Projects and Working Groups

300+
Contributors

34
Member Organizations

https://www.finos.org/members
http://finos.github.io


https://www.finos.org/en/open-source-finreg


● software
code that anyone can inspect, modify, and enhance.

● standards 

facilitate interoperability and data exchange

● used pervasively 72% of 
Global Fortune 2000 companies used Open Source Software



● Collective ownership

●

●

● Transparency

●

●

●





 

You Technology Transportation Science Government Financial 
Services



Supervision & Control

Simplification

Stability

Community

Security

Avoid vendor lock-in

Supervision & Control

Simplification

Stability

Community

Security



How is this possible?

Governance Policies Licenses



CLIENT SERVICING
Sales and relationship 

management, research creation 
& distribution; client reporting, 
client self-service tools; client 

onboarding

INVESTMENT MGMT
Investment strategy and 

performance management; 
portfolio construction & 
management, research 

consumption

TRADING
Market making; trading & 

trading risk management, order 
management, trade analytics & 

reporting; full trade lifecycle

POST-TRADE
Reconciliations; clearing & 

settlement; collateral & asset 
management; custody & asset 

servicing; treasury; tax; 
transaction reporting; fees

LEGAL & COMPLIANCE
KYC; AML; surveillance; sanctions; 

document management; internal controls; 
anti-brievery

RISK MANAGEMENT
Market; credit; liquidity, operation risk 

management & risk reporting

FINANCIAL CONTROL
Financial / regulatory reporting; finance / 

accounting; capital management; risk model 
validation; liquidity & ALM; price testing

INFRASTRUCTURE & TOOLS
Network; Infrastructure; DevOps; Cloud; Cyber Security; 
Identity & Access; ML; AI; Robotics; DL, other new tech

DATA MGMT
Big data; static & 

reference data; market 
data

EXPENSE MGMT
Expense management; 

cost management, 
procurement

OTHER
HR; facilities; corporate, 

investor, media relations; 
governance; real estate

Can be used across 
the landscape

DATA TECH PROGRAM

CLOUD SERVICE 
CERTIFICATIONLINUX FOUNDATION PROJECTS This is only a sample of our projects. See our Project Catalog for a full list 

http://fdc3.finos.org/
https://finos.github.io/


Technical Infrastructure Community Legal & Governance

Technical Infrastructure & Tooling.

OSS Enabled Community.

Neutrality.

Migration.
Product Management and Marketing 
Support. Governance.

IP Validation.

Security Scanning.

Ready and Growing Community.

Open Source Readiness.

https://odp.finos.org/docs/what-is-odp
https://www.finos.org/governance
https://finosfoundation.atlassian.net/wiki/spaces/FINOS/pages/80642059/Community+Handbook
https://finosfoundation.atlassian.net/wiki/spaces/FINOS/pages/1230176257/Security+Vulnerabilities+Responsible+Disclosure+Policy
https://www.finos.org/community
https://finosfoundation.atlassian.net/wiki/spaces/FDX/pages/154435612/Open+Source+Readiness+Project
https://finosfoundation.atlassian.net/wiki/spaces/FDX/pages/154435612/Open+Source+Readiness+Project


THE BIG PICTURE

● Access to talent:   

● Robust market infrastructure:

● Boost innovation and welfare 

REGULATION

● Standardization: 

SUPERVISION & ENFORCEMENT

● Transparency:

● Automation: 

● Efficiency 



TRADITIONAL 
MODEL

OPEN SOURCE 
OPPORTUNITY Regulation in 

open source code form



Morphir Cloud Service 
Certification

Home Mortgage 
Disclosure Act (HMDA)

https://morphir.finos.org/
https://github.com/finos/cloud-service-certification
https://github.com/finos/cloud-service-certification
https://github.com/cfpb/hmda-platform
https://github.com/cfpb/hmda-platform


Many eyeballs offer comparable security and a 
transparent disclosure

That’s why Foundations exist

Open Source is a compliant collaboration model

Commercial OSS (COSS) companies with $100M+ 
ARR total over $146B 

16

"Open Source software is not 
secure"

"It’s not well-governed"

"Cross-firm collaboration in 
regulated industries is trouble"

"Open Source == No value"

Security

Governance

Compliance

Value

https://docs.google.com/spreadsheets/d/17nKMpi_Dh5slCqzLSFBoWMxNvWiwt2R-t4e_l7LPLhU/edit


All software has vulnerabilities; with OSS they’re documented. Risk higher 
for services exposed to public internet. Mature consumption policies and 
automated tooling can mitigate this almost 100%..

Risk is highest with passwords and keys embedded in source code. 
Automated scanning is effective here.

Copyleft requires providing source code to recipients of object code, not 
public. Injunction more likely than specific performance. Avoid copyleft 
licenses for redistributable code.

Licenses govern how the software can be used and distributed. Ultimate 
responsibility for the output of the software lies with each organization who 
runs it.
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High

Moderate

Low

Low

Security vulnerabilities

"Data leakage"

"IP Leakage" (copyleft 
effect)

Accountability (licenses)

Category Risk Level Mitigation Strategy



●   your organization is consuming or 
contributing to Open Source?

● use cases 

● concerns



https://www.waterstechnology.com/regulation/7562801/finos-sees-opportunity-for-open-source-in-regtech-space


Learn more at 

https://www.finos.org/open-regtech
https://github.com/finos
https://finosfoundation.atlassian.net/wiki/spaces/FINOS/overview

